Juan Martin Jaimes Mendoza

mjaimesmendoza@gmail.com

Education

ULACIT San José, Costa Rica

B.Sc. & Licentiate Degree: Software Engineering.

Technical Skills

e Python e Postgres e Typescript

o AWS e Docker e React & Angular

e Google Cloud e SCRUM e NodelS

Platform
Professional Experience
TAG Systems Group San José, Costa Rica
Software Engineer - Full Time November 2023 - Present
e Develop new features for a highly transactional system, implementing both major new

functionalities and minor quality of life and performance improvements.

Integrate third-party services to enhance internal application functionality and
performance.

Collaborate with cross-functional teams to design and implement new features for the
company's flagship product.

Conduct code reviews and provide mentorship to junior developers, improving code
quality and team productivity.

Work with several microservices hosted on Google Cloud Platform.


mailto:jmjaimesmendoza@gmail.com

Division Ganadera Heredia, Costa Rica

Software Developer - Part Time April 2023 - July 2024
e [ead daily stand-ups, sprint reviews, sprint retrospectives, and sprint planning
meetings.
e Assist the product owner in managing the product backlog, ensuring requirements are
clear and well-defined.
e Make architectural and design decisions for software projects, ensuring the most
effective approach was taken.
e Develop software solutions using various programming languages, ensuring efficient
and maintainable code.
e Build and maintain company infrastructure hosted on AWS.
CITI Bank Heredia, Costa Rica
Applications Support Analyst December 2022 - April 2023
e Monitored software applications, ensuring they functioned correctly and efficiently.
e Worked closely with IT teams, developers, and other stakeholders to ensure the
smooth functioning of the applications.
e Suggested enhancements or improvements to the application based on user feedback
and monitoring data.
Conceptos CR Heredia, Costa Rica
Network Administrator August 2022 - December 2022
e Planned, designed, and implemented local and wide-area networks (LANs and
WANS).
e Implemented and managed firewalls, VPNs, and other security protocols to safeguard
the network against threats.
e Set up user accounts, permissions, and passwords, ensuring that only authorized

individuals have network access.



